
HOW OFTEN DOES PHISHING OCCUR?

WHAT IS PHISHING?

HOW DO I REPORT PHISHING?

A new PHISHING site launches every 20 seconds. 

Phishing is an attempt to obtain sensitive information such

as usernames, passwords, and credit card details. 

To report phishing scams, contact the National Cybersecurity

Communications and Integration Center (NCCIC) at 1-888-

283-0870 or at www.us-cert.gov/report. Forward phishing

emails or websites to NCCIC at phishing-report   us-cert.gov. @



TO AVOID PHISHING SCAMS

TIPS 

REMEMBER that no LEGITIMATE company will
send you an unsolicited email or text asking for

personal information. 

For more consumer safety tips, call Attorney

 General Jeff Landry’s Consumer Protection Hotline at

800-351-4889 or visit www.AGJeffLandry.com.

Protect your devices by using
security software. 

If it looks suspicious, DO NOT
CLICK IT. 

NEVER respond to emails or texts
that require personal or financial
information. 

Visit organization sites through a

web browser, not attached links. 

Your account has been 
suspended and requires 
verification. Please follow the 
link or visit the nearest branch. 
http://verifybank.com 

Your new statement for credit 
card ending 3318 is ready to 
view, log into your Bank app to 
view the statement. Thanks -
Bank4You.


